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Installing a Self-Signed Certificate as a Trusted Root CA in Windows 

 
You need to install your server certificate as a trusted root CA certificate in your Windows clients if 
you use a self-signed certificate as a server certificate in TekRADIUS. Start with exporting the server 
certificate. 
 
Open the MMC (Start > Run > MMC). 
 

 
 
Go to File > Add / Remove Snap In, and double click Certificates 
 

 
 

Select Computer Account. Select Local Computer > Finish 
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Click OK to exit the Snap-In window. 
 

 
 
Click [+] next to Certificates > Personal > Certificates. Locate and select the certificate for the 
correct domain. 
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Right Click and select All tasks > Export. Press Next. You can access the Export Wizard also through 
TekRADIUS Manager. Click Display Certificate at TekRADIUS Manager / Settings / Authentication. 
Select Details tab and click "Copy to File" button 
 

 
 

Select No, do not export the private key. 
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Choose DER encoded binary X.509 (.CER). Click Next. 
 

 
 
Click browse and save your .cer file 
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Press Next > Finish > OK. 
 

 
 

Import the Certificate 
 
In order to import the certificate you need to access it from the Microsoft Management Console 
(MMC). Open an MMC in the client machine and add Certificates snap in as instructed in the 
export process. 
 
Click [+] next to Certificates > Personal > Certificates. 
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Right click on Certificates and select All Tasks > Import and click Next 

 
 
Click Browse. Select the .cer, .crt, or .pfx you would like to import. Click Open. 
 

 
 

Click Next. Select Automatically select the certificate store based on the type of certificate. Click 
Finish & OK 


